**网信办三周通报222款个人信息违规App，执法严查下企业如何做好App个人信息合规？**
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**一、背景：自2019开始的App执法行动**

国家监管部门对App的系统执法行动，最早可以追溯到2019年1月中共中央网络安全和信息化委员会、工信部、公安部和市场监管总局四部门联合发布的《关于开展App违法违规收集使用个人信息专项治理的公告》（“《公告》”）。为落实《公告》的要求，受以上四部门委托，全国信息安全标准化技术委员会、中国消费者协会、中国互联网协会、中国网络空间安全协会成立了“App违法违规收集使用个人信息治理工作组”（“App治理工作组”），具体推动App违法违规收集使用个人信息评估工作。App治理工作组编制了相关评估技术规范文件，供App的检测评估工作提供基础；并设立举报渠道、接受网民举报确定评估对象。

除以上四部门的联合执法行动外，工信部、公安部、市场监管总局也各自开展移动 App 治理的专项工作。以工信部为例：工信部在《公告》发布之后开展了App侵害用户权益专项整治工作，在2019年11月和2020年7月分别发布了《关于开展APP侵害用户权益专项整治工作的通知》和《关于开展纵深推进APP侵害用户权益专项整治行动的通知》，对整治行动中应当重点关注的问题予以明确。相关规定不但指向App开发运营者，也要求应用分发平台落实App信息明示和相关管理责任。仅在2020年，通过组织第三方检测机构对手机应用软件进行检查，工信部一共通报了七批次、共督促444款App进行整改。

《公告》发布后的两年间，各部门联合开展的App执法活动无疑取得了巨大成效，很多企业实现了隐私政策从无到有的过程，一揽子同意、默认同意隐私政策、不给非必要信息不让用等问题也得到了极大的遏制。

**二、2021年App执法新动向**

2021年3月22日，国家网信办、工信部、公安部、市场监管总局联合发布了《常见类型移动互联网应用程序必要个人信息范围规定》（“《规定》”），对39种常见类型App的必要个人信息范围予以明确，并要求移动互联网应用程序（App）运营者不得因用户不同意收集非必要个人信息，而拒绝用户使用App基本功能服务。《规定》自5月1日起施行。

在《规定》施行后的不足一月的时间内，国家网信办执法动作迅速，分别在5月1日[1]、5月10日[2]和5月21日[3]通报了三批一共222款违法违规收集使用个人信息的App。这三次通报中涉及的App类型有：输入法、地图导航、即时通信、安全管理、网络借贷、短视频、浏览器、求职招聘和实用工具。涉及的主要违法违规行为有：

-违反必要原则和《规定》，收集与其提供的服务无关的个人信息；

-未明示收集使用个人信息的目的、方式和范围；

-未经用户同意收集使用个人信息；

-未按法律规定提供删除或更正个人信息功能；

-未提供删除更正功能和投诉举报渠道；

-未公开收集使用规则；

-诱导用户授权其读取收集通讯录信息并向通讯录联系人发送营销短信。

国家网信办这一阶段的执法引起很多企业的关注。尤其在最近的一次通报中，诸如抖音、快手，360浏览器、百度浏览器，智联招聘、猎聘等诸多“国民App”也赫然在列，这使得很多企业担忧自家App是否会在不久之后上榜，并积极开展自查活动。

从目前的三次执法行动可以看出，人民群众反映强烈的App非法获取、超范围收集、过度索权等侵害个人信息的现象是国家网信办检查的重点，而公众大量使用的App是检查的重点对象。App开发运营者应当特别关注是否存在App个人信息合规问题。而通报中提及的《中华人民共和国网络安全法》、《App违法违规收集使用个人信息行为认定方法》和《常见类型移动互联网应用程序必要个人信息范围规定》，则是企业开展自查工作的重要依据。

**三、《规定》下App执法的新特点**

国家网信办此轮App执法行动有如下特点值得企业关注：

（1）执法机构的变化。此前相关的App执法行动要么由App治理工作组展开，要么则是由工信部、公安部或者市场监管总局单独开展，还未有过国家网信办单独执法的情况。而此次《规定》施行后发布的三次执法通报，发布主体都是国家网信办。执法主体的变更以及执法频率之快，无疑表明国家网信办亲自督办App治理工作的决心。

（2）执法对象的变化。可以观察到，此前App治理工作组的通报清单中并未对特定类型的App予以特别关注，但国家网信办最近的三次执法行动则是按照《规定》中列举的常见App类型予以通报。《规定》一共列举了39类常见App收集使用必要个人信息的范围，目前的三次通报中关注的是输入法、地图导航、即时通信、安全管理、网络借贷、短视频、浏览器、求职招聘和实用工具等9类App收集使用个人信息的情况，可以预期接下来国家网信办会持续发力，完成其余30类App的检测评估。

（3） 执法中关注的新问题。与此前的执法行动不同的是，国家网信办在最近三次执法中明确将“违反必要原则，收集与其提供的服务无关的个人信息”作为App违法违规行为之一。根据我们的统计，在这三次的执法中，国家网信办通报的222款App中有154款存在此类问题，占比接近70%。与其他类型的违规行为相比，“违反必要原则，收集与其提供的服务无关的个人信息”明显属于更高发的违规行为。

上述新变化凸显了《规定》的重要性。尽管必要性原则和禁止收集与提供的服务无关的个人信息是《网络安全法》所树立的基本原则，但App各种场景较为复杂，在之前的若干执法行动中，如何区分“必要个人信息”和“非必要信息”缺乏权威的官方指引。而《规定》专门对39类常见类型App所需必要个人信息的范围进行限定，从而也给国家网信办的最近的三次执法行动提供了明确的指引。

此外，值得关注的是，《规定》发布一个月后，2021年4月26日，工信部发布了《移动互联网应用程序个人信息保护管理暂行规定（征求意见稿）》以保护个人信息权益，规范App个人信息处理活动。其中也明确强调了从事App个人信息处理活动的两项基本原则，一项是“知情同意”，另一项则是“最小必要”。因此，也可以预见，不但在国家网信办接下来的执法中会持续关注“必要性”原则，工信部亦会将“必要性”原则作为衡量App收集使用个人信息是否合规的重要标尺。

**四、企业App个人信息合规工作如何进行？**

我们建议可以从以下几点入手：

第一，形式上的文本问题，例如，是否公开收集使用规则、是否默认勾选同意隐私政策等。尽管目前因此类问题被通报的情况越来越少，但这些仍是最易被大众感知的问题，也是做好App个人信息合规工作的最基础的要求，因此我们建议企业首先对这类问题予以关注，避免犯“低级错误”。

第二，实质上的文本问题，指的是隐私政策和其他相关授权文本是否已严格遵循了“告知同意”的原则。这要求App的开发运营者应当逐项检查各项授权文本，重点关注是否已逐项说明了个人信息的收集使用场景、是否说明了个人信息全生命周期的流转过程；如果是收集个人敏感信息，或者打开收集个人信息的权限，是否同步向用户告知目的且告知应当清晰具体等问题。

第三，实践操作问题。App的隐私政策应是对App运营者个人信息处理活动实事求是的书面表达。隐私政策写的再好，也离不开App运营者在实践操作中的合规落实。这是企业做好合规工作最重要的、也是最具挑战的部分。例如，《规定》要求“App不得因为用户不同意提供非必要个人信息，而拒绝用户使用其基本功能服务”，这事实上要求企业应当其对开发运营的App进行基本功能服务和附加/扩展业务功能进行区分。但现实中很多App提供的是多元化的服务，区分基本功能服务和附加/扩展业务功能并非易事，需要综合考量App的商业定位、目标使用人群的合理期待、企业的战略布局等诸多复杂因素。

第四，逐项对标梳理和项目管理。App个人信息合规是一项系统性的工作，要求企业有个人信息合规全局观，充分了解相关法律、法规、规范性文件和国家标准中的具体要求，逐项对标梳理与App相关的个人信息处理活动、法律文本、App展示设计等内容。此外，App个人信息合规工作不但涉及企业的法律和合规部门，还涉及商务运营、市场、IT、网络安全等其他部门，企业宜以项目管理的形式，做好项目规划，充分调动各部门的积极性，迅速有序地开展App个人信息合规工作。
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